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INTRODUCTION AND SUMMARY 

AT&T Services Inc. (“AT&T”) has failed to meet its burden of demonstrating that good 

cause exists to modify the Protective Order in place in this investigation. 

Recently, when AT&T was the subject of an investigation of the reasonableness of its 

own tariffs, AT&T’s confidential information was protected by a Protective Order similar to the 

one in place here.  See infra Part IV.  Namely, non-lawyer employees of other parties were not 

given access to AT&T’s highly sensitive information provided in that proceeding. 

Now, however, when the shoe is on the other foot, AT&T seeks to force Iowa Network 

Services, Inc. d/b/a Aureon Network Services (“Aureon”) to provide highly confidential 

information to the same types of non-lawyer employees of both AT&T and other companies – 

i.e., the same types of people who were not permitted to review AT&T’s confidential data – so 

long as those employees assert that they are not involved in “competitive decisionmaking” at 

their companies.  AT&T claims that this differential treatment is appropriate because a few select 

AT&T employees were able to review certain Aureon data related to Aureon’s regulated “Access 

Division” under a Protective Order that AT&T itself proposed in AT&T’s closed complaint 

proceeding (No. 17-56) against Aureon (“Complaint Proceeding”).   

AT&T’s Motion should be denied because: 

 The information to be produced here is far broader than that produced in 

the Complaint Proceeding and – importantly – includes highly sensitive 

information from Aureon’s unregulated, competitive “Network Division” 

that was not produced in the Complaint Proceeding; 

 The people who would be permitted to review the information at issue 

would include not just a small, closed set of select AT&T personnel but all 

similarly situated personnel of any interested party; 

 The information to be produced includes not merely Aureon’s information 

but the information of third parties; 
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 The “competitive decisionmaker” standard upon which AT&T relies to 

justify its sweeping request was intended to gauge in-house lawyer access, 

not access by non-lawyer personnel of a company’s business rivals; and 

 AT&T’s own information in a recent, similar tariff investigation was 

protected at a similar level of protection as the Protective Order in place 

here. 

While there is no basis to permit disclosure of Aureon’s proprietary information in the manner 

that AT&T demands, Aureon is willing, as an accommodation to AT&T, to relax the use 

restriction in the Protective Order governing the Complaint Proceeding to enable the four AT&T 

employees – and only those employees – who were permitted access to certain documents in that 

proceeding to use that information in this investigation.  It also is willing to agree to a 

requirement that each party provide one copy of any supporting information filed with the FCC, 

including any confidential information, to each other party who has signed at least one 

Acknowledgment on the same day that that supporting information is filed with the FCC.  See 

AT&T Mot. at 13.  Given the strong basis for maintaining the existing protections over Aureon’s 

highly sensitive proprietary data and Aureon’s willingness to accommodate AT&T as described 

in this paragraph, AT&T’s Motion should be denied. 

I. AT&T HAS FAILED TO MEET ITS BURDEN OF ESTABLISHING THAT 

GOOD CAUSE EXISTS TO MODIFY THE FCC’S PROTECTIVE ORDER IN 

PLACE IN THIS PROCEEDING. 

AT&T suggests that Aureon bears the burden of showing that the FCC’s Protective Order 

entered in this investigation should remain in place (AT&T Mot. at 8), but the opposite is true.  It 
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is well-established that “[t]he party seeking modification of an existing protective order bears the 

burden of showing that good cause exists for the modification.”1   

As shown in more detail below, AT&T has failed to meet its burden of showing that 

modification of the FCC’s Protective Order is supported by good cause. 

II. AT&T’S RELIANCE ON THE LOOSER CONFIDENTIALITY PROTECTIONS 

IN ITS COMPLAINT PROCEEDING IS MISPLACED; THIS INVESTIGATION 

INVOLVES MUCH MORE COMPETITIVELY SENSITIVE DATA THAT MAY 

BE ACCESSED BY FAR MORE PARTIES. 

AT&T’s reliance upon the Protective Order in the Complaint Proceeding to support even 

broader access by employees of Aureon’s business adversaries in this tariff investigation is 

misplaced for several reasons. 

First, the information that the FCC has required to be produced in this tariff investigation 

is far broader than the information provided in the Complaint Proceeding.  In the Complaint 

Proceeding, Aureon provided information related exclusively to its highly regulated Centralized 

Equal Access service tariffs – i.e., from its “Access Division” – where broader access is often 

warranted.  Here, by contrast, Aureon has also been required to produce highly confidential 

information related to its unregulated competitive long-distance business – i.e., from its 

“Network Division” – where it competes on the open market for customers. Specifically, Aureon 

has been required to provide detailed information regarding its revenues, assets, capital costs, 

other expenses, and tax information related to its fiber lease business, which has been detariffed 

by the FCC, is not subject to a cost studies filing requirement, and is not the subject of a tariff 

                                                 
1 United States v. All Assets Held at Bank Julius Baer & Co., Ltd., 312 F.R.D. 16, 19 (D.D.C. 

2015); accord United States v. Aetna Inc., Case No. 1:16-cv-1494 (JDB), 2016 WL 8738422, at 

*2 (D.D.C. Sept. 22, 2016) (“[T]he party … which seeks to modify a protective order bears the 

burden of showing that good cause exists to justify the desired change.”); United States ex rel. 

Pogue, No. Civ. 99-3298, 01-MS-50 (MDL) (FCL), 2004 WL 2009414, at *2 (D.D.C. May 17, 

2004); Alexander v. FBI, 186 F.R.D. 54, 57 (D.D.C. 1998). 
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investigation.2  That confidential information was not disclosed in the prior proceeding and 

certainly should not be made available to non-lawyer employees of Aureon’s business rivals, 

whether they claim to be involved in competitive decision-making or not. 

Second, Aureon has been required to provide information in this investigation implicating 

confidential information of third parties that it was not required to produce in the Complaint 

Proceeding.  Specifically, the FCC has directed Aureon to provide actual historic traffic data at a 

very granular level – as opposed to the high-level traffic projections that it provided in the 

Complaint Proceeding.3  This information will enable AT&T and other long-distance carriers to 

assess, in greater detail, their own respective market shares of Aureon’s overall traffic over time, 

which they could use to their own business advantage.  More restrictive protection of this 

information therefore is warranted in this proceeding than the protections in place in the 

Complaint Proceeding. 

Third, to exacerbate the risk of improper use of the sensitive data implicated here, any 

interested party may participate in this investigation, whereas only AT&T was able to review the 

confidential information produced in the closed bilateral Complaint Proceeding.  Indeed, Verizon 

already has indicated its intent to participate and to access this sensitive information by 

submitting Acknowledgments of Confidentiality from two of its in-house lawyers.4  Other 

carriers will no doubt follow.  Therefore, under AT&T’s sweeping proposed relaxation of the 

Protective Order, the highly sensitive Aureon information produced here would risk disclosure 

                                                 
2 See Order Designating Issues for Investigation, WC Dkt. No. 18-60, Transmittal No. 36, at 8-9 

(FCC Apr. 19, 2018).   

3 See id. at 10-11.   

4 See Letter from C. Groves to M. Dortch, Iowa Network Access Division Tariff F.C.C. No. 1, 

WC Dkt. No. 18-60 (Apr. 23, 2018).   
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not just to AT&T employees but to employees of any other participating business rivals of 

Aureon based solely on their ipse dixit claim that they are not involved in competitive 

decisionmaking for their company. 

Fourth, the Protective Order in the Complaint Proceeding was not forced on AT&T – it 

was only entered after AT&T had specifically agreed to it.  That Order was more restrictive than 

the order that Aureon had proposed to govern that proceeding and permitted parties to object to 

the disclosure of “Highly Confidential” information to the four party employees identified in the 

Order for each company.5  In other words, even in a proceeding involving somewhat less 

sensitive data disclosed to fewer individuals, more protection was in place than what AT&T 

seeks here. 

In sum, the Protective Order entered in the more limited and closed Complaint 

Proceeding provides no basis for altering the Protective Order already entered in this proceeding 

and thereby imperiling the confidentiality of Aureon’s sensitive business data. 

III. THE “COMPETITIVE DECISIONMAKING” TEST CITED BY AT&T WAS 

CREATED TO ASSESS IN-HOUSE LAWYER ACCESS, NOT EMPLOYEE 

ACCESS; IN ANY EVENT, AT&T’S KEY EMPLOYEE SEEKING ACCESS 

ROUTINELY HAS BEEN INVOLVED IN AT&T’S COMPETITIVE STRATEGY. 

Apart from the difference between the closed Complaint Proceeding and the open tariff 

investigation, the very notion of permitting non-lawyer business executives to review 

confidential information of business adversaries is inconsistent with the very reason why courts 

crafted the “competitive decisionmaking” test in the first place.  That test was specifically crafted 

to gauge whether in-house lawyers – not non-lawyer business personnel – should be given access 

                                                 
5 See Letter from L. Griffin to J. Bendernagel and J. Troup & Protective Order ¶ 8.b, AT&T 

Corp. v. Iowa Network Servs., Inc., Proc. No. 17-56, Bureau ID No. EB-17-MD-001 (Feb. 24, 

2017) (Ex. A hereto). 
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to a business rival’s confidential information.  In-house lawyers typically function primarily as 

legal advisors rather than as business strategists, whereas virtually by definition, the key role of 

non-lawyer company employees is to assist the company in maximizing its profits and gaining 

marketplace advantage over its competitors.  Moreover, lawyers are subject to stringent ethical 

and professional obligations that provide further protection against inadvertent disclosure of 

confidential information but that do not apply to non-lawyers.  Thus, the “competitive 

decisionmaking” test itself is far less suited to apply to non-lawyers in the manner that AT&T 

seeks to use it. 

The seminal decision discussing this test is U.S. Steel Corp. v. United States, 730 F.2d 

1465 (Fed. Cir. 1984).6  Under U.S. Steel and its progeny, the basis for concern about permitting 

even in-house counsel to review the confidential information of others is “[t]he inescapable 

reality … that once an in-house counsel acquires highly confidential information, that individual 

cannot rid herself of that knowledge:  she cannot perform a prefrontal lobotomy on herself, as 

courts in various contexts have recognized.”7  “Once the Highly Confidential information in this 

case is disclosed, ‘the bell cannot be unrung.”8 

                                                 
6 See Volvo Penta of the Ams., Inc. v. Brunswick Corp., 187 F.R.D. 240, 243 (E.D. Va. 1999) 

(describing U.S. Steel Corp. decision as having “done much to make the ‘competitive 

decisionmaking’ factor the sine qua non of the in-house counsel analysis, regardless of other 

factors that potentially garner in favor of restricting in-house access”); Intervet, Inc. v. Merial 

Ltd., 241 F.R.D. 55, 57 (D.D.C. 2007) (describing U.S. Steel as “‘[t]he leading authority’” on 

barring access to confidential information to in-house counsel “who can be described as 

competitive decision-makers”); United States v. Sungard Data Sys., Inc., 173 F. Supp. 2d 20, 23 

(D.D.C. 2001) (describing U.S. Steel Corp. as “what is now considered the leading case in the 

area”). 

7 Silversun Indus., Inc. v. PPG Indus., Inc., __ F. Supp. 3d __, __, No. 17 C 4346, 2017 WL 

512321, at *7 (N.D. Ill. Nov. 6, 2017); accord FTC v. Advocate Health Care Network, 162 F. 

Supp. 3d 666, 670 (N.D. Ill. 2016).   

8 Id. at *8 (quotation marks and citation omitted); United States v. Aetna Inc., Case No. 1:16-cv-

01494 (JDB), 2016 WL 8738420, at *5 (D.D.C. Sept. 5, 2016) (“Providing Defendants’ in-house 
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“Involvement in ‘competitive decision making’ is the oft-cited most critical factor 

weighing in favor of denial of access [to in-house counsel].”9  “The primary concern underlying 

the ‘competitive decision-making’ test is not that lawyers involved in such activities will 

intentionally misuse confidential information; rather, it is the risk that such information will be 

used or disclosed inadvertently because of the lawyer’s role in the client’s business decisions.”10 

The term “competitive decision-making” itself was described in U.S. Steel “as shorthand 

for a counsel’s activities, association, and relationship with a client that are such as to involve 

counsel’s advice and participation in any or all of the client’s decisions (pricing, product design, 

etc.) made in light of similar or corresponding information about a competitor.”11  “[T]he list of 

competitive activities identified in Whole Foods [citing U.S. Steel] was meant to be illustrative 

and not exhaustive.”12 

“[W]here in-house counsel are involved in competitive decision-making, it may well be 

that a party seeking access should be forced to retain outside counsel or be denied the access 

                                                 

counsel with access to the confidential information of other insurers undoubtedly risks giving 

Defendants an unfair advantage in competition in the insurance marketplace should the counsel 

later rely upon that knowledge when advising his or her client with regards to a competitive 

situation.”).   

9 Silversun Indus., 2017 WL 512321, at *3 (alteration in original; citations and quotation marks 

omitted). 

10 FTC v. Sysco Corp., 83 F. Supp. 3d 1, 3-4 (D.D.C. 2015). 

11 U.S. Steel Corp., 730 F.2d at 1468 n.3; accord FTC v. Whole Foods Mkt., Inc., Civil Action 

No. 07-1021 (PLF), 2007 WL 2059741, at *2 (D.D.C. July 6, 2007). 

12 Sysco Corp., 83 F. Supp. 3d at 4. 
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recognized as needed.”13  For that reason, courts have not hesitated to exclude in-house lawyers 

found to be involved in competitive decision-making.14 

Importantly, a key basis cited by courts for even considering whether to permit in-house 

lawyers to review the confidential information of others instead of simply imposing a blanket 

preclusion is that “in-house counsel are officers of the court, are bound by the same Code of 

Professional Responsibility, and are subject to the same sanctions.”15  In one case, for example, 

the court specifically cited “the all-important codes and model rules of professional conduct, 

coupled with the specter of attorney sanctions or even disbarment,” as a basis for “allay[ing] 

many of [the objecting party’s] concerns of intentional or unintentional disclosure of its 

information to [the adversary’s] personnel.”16 

When in-house lawyers are permitted to review the confidential information of others, 

courts routinely impose harsh sanctions, including disbarment and steep fines, if a lawyer 

improperly uses or discloses that information in breach of his or her heightened professional and 

ethical obligations.  Indeed, numerous courts have specified a sanction of $250,000 – paid 

personally by the lawyer – coupled with a recommendation of suspension or disbarment: 

                                                 
13 U.S. Steel Corp., 730 F.2d at 1468. 

14 See, e.g., Sysco. Corp., 83 F. Supp. 3d at 4 (denying in-house lawyer access to confidential 

materials because he “is too close to Sysco’s competitive decision-making functions”); Silversun 

Indus., 2017 WL 512321, at *6 (denying in-house counsel access where lawyer attends 

Directors’ meetings in an ‘advisory capacity’ and obviously interacts with [party’s] decision-

makers on a significant and substantive level”); United States v. Dentsply Int’l, Inc., 187 F.R.D. 

152, 161-62 (D. Del. 1999) (barring in-house counsel access to confidential information despite 

party’s assertion that lawyer was not involved in competitive decisionmaking). 

15 U.S. Steel Corp., 730 F.2d at 1468. 

16 Volvo Penta of the Ams., 187 F.R.D. at 245, 254 (permitting in-house counsel access to 

confidential materials because “the same ethical and professional dictates discussed in U.S. Steel 

Corp. adequately safeguard against the risk of disclosure to other Brunswick personnel”). 
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Any violation of this Order will be deemed a contempt and punished by a fine of 

250,000.  This fine will be paid individually by the person who violates this 

Order.  Any violator may not seek to be reimbursed or indemnified for the 

payment the violator has made.  If the violator is an attorney, the Court will deem 

the violation of this Order to warrant the violator being sanctioned by the 

appropriate professional disciplinary authority and Judge Freidman will urge that 

authority to suspend or disbar the violator.17 

Courts discussing the “competitive decisionmaker” test for determining access to 

confidential information routinely do not even consider whether non-lawyer company employees 

should be permitted access to the confidential information of their competitors – it generally is 

presumed that no such access should be given.  The paucity of discussion of non-lawyer 

principals’ access to highly sensitive information in the case law is not surprising – the very 

function of a company’s business employees is for those employees to help make their employer 

competitively profitable.  Moreover, non-lawyers are not subject to the same ethical and 

professional obligations and related sanctions that apply to lawyers. 

Where courts have discussed the possibility of non-lawyer employee access to the 

confidential information of competitors, they routinely have made clear that disclosure to such 

principals creates too great of a risk of competitive harm to be permitted.  For example, the U.S. 

Court of Appeals for the D.C. Circuit held that a district court had abused its discretion in 

ordering the disclosure of a company’s confidential information submitted in a Small Business 

Administration application to another company’s principals and employees.18  The court found 

                                                 
17 Whole Foods Mkt., 2007 WL 2059741, at *3; Intervet, 241 F.R.D. at 57 (adopting same 

provision); Sysco Corp., 83 F. Supp. 3d at 5; Sungard Data Sys., 173 F. Supp. 2d at 21-22, 26 

(limiting access to only two in-house lawyers per side, imposing harsh sanction for violations, 

and permitting consultant access only if such consultants “are not employed or affiliated in any 

other way with any defendant or competitor”); Advocate Health Care Network, 162 F. Supp. 3d 

at 673-74 (denying access to in-house where “the confidentiality order … has no teeth”). 

18  Diamond Ventures, LLC v. Barreto, 452 F.3d 892, 900 (D.C. Cir. 2006). 
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that the district court had overvalued the company’s “purported need for an expert to review the” 

confidential information and “erroneously discounted [company’s] confidential and competitive 

interests in” information at issue.19  Similarly, another court observed that “[d]isclosure to 

employees of [a party] generally of a nonparty competitors’ sales and marketing plans, financial 

forecasts, margin, pricing, cost and customer information, etc., would obviously constitute a 

clearly defined and serious injury to all nonparties.”20 

Even if the “competitive decisionmaker” test had been intended to apply to non-lawyer 

employees, unsupported ipse dixit regarding an employee’s supposed lack of involvement in 

competitive decisionmaking – such as AT&T’s outside counsel has offered – is insufficient to 

establish that claim.21  In any event, the key employee for which AT&T seeks access – Daniel  

Rhinehart – has been pervasively involved with AT&T’s competitive decisionmaking.  Mr. 

Rhinehart has a Master’s in Business Administration and has been employed by AT&T or its 

predecessors for nearly 40 years, taking on increasing responsibility within the company over 

                                                 
19 Id. at 899. 

20  Dentsply Int’l, 187 F.R.D. at 159. 

21 See, e.g., Advocate Health Care Network, 162 F. Supp. 3d at 674 (observing that ipse dixit of 

the defendants to sustain their position” “is not enough” to grant in-house counsel access to 

highly confidential information of competitors); Silversun Indus., 2017 WL 512321, at *3 

(“Invocation of words and phrases is not enough.  Nor is it enough to say that competitive 

business decisions per-se are not made by in-house counsel, but by others.”); id. at *1 n.2 

(“Unsubstantiated assertions by counsel are given no evidentiary weight.”). 
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those decades, including as a “Manager” over rates and tariffs and a financial analyst.22  He 

currently serves AT&T at the high-ranking “Director” level.23 

Even more to the point, Mr. Rhinehart has explicitly testified on AT&T’s behalf that 

certain offerings of a competing carrier are “anticompetitive and discriminatory” and will “place 

AT&T at competitive and financial disadvantage to … direct competitors of AT&T.”24  He also 

has opined regarding how “AT&T will face massive and certain market share losses” as a 

result.25  Given this testimony and Mr. Rhinehart’s long tenure and high-ranking Director status 

at AT&T, the risk of inadvertent disclosure and use is simply too great to permit Mr. Rhinehart 

and other non-lawyer AT&T personnel to be permitted access to Aureon’s highly confidential 

information required to be produced in this tariff proceeding – no matter how well-intentioned 

those employees may be. 

                                                 
22 Prefiled Direct Test. of Daniel P. Rhinehart Regarding United Utilities, Inc., Regulatory 

Comm’n of Alaska, U-08-90, at 1-2 (Dec. 23, 2008) (relevant excerpts attached as Ex. B hereto); 

see also Decl. of Daniel P. Rhinehart, AT&T Corp. v. Iowa Network Servs., Inc. d/b/a Aureon 

Network Servs., FCC Proc. No. 17-56, at 1 (June 1, 2017) (testifying that he has held “a number 

of different jobs with increasing responsibilities in the finance and regulatory areas” at AT&T 

over nearly 40 years) (relevant excerpts attached as Ex. C hereto).  

23 Id. 

24 Direct Test. of Daniel P. Rhinehart on Behalf of AT&T Commc’ns of the Southwest, Inc., 

Public Util. Comm’n of Tex., SOAH Dkt. No. 473-99-1963, PUC Dkt. No. 21292, at 4-5 (Oct. 

22, 1999) (relevant excerpts attached as Ex. D hereto). 

25 Id. at 13; see also Report and Order, Pub. Serv. Comm’n of Mo., Case No. TT-2000-258, at 5 

(Apr. 5, 2000) (discussing Rhinehart’s testimony that system of competitor “puts AT&T at 

competitive disadvantage”) (Ex. E hereto);  

Direct Test. of Daniel P. Rhinehart on Behalf of AT&T Ga. Before the Ga. Pub. Serv. Comm’n 

Regarding the UAF Revenue Requirement of Pub. Serv. Tel. Co., Dkt. No. 32235, at 1, 3-6 

(Aug. 17, 2011) (testifying that job title is “Lead Financial Analyst and opining regarding 

reasonableness of company’s claimed return and costs) (relevant excerpts attached as Ex. F 

hereto). 
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This concern is compounded by the possibility that all other interested carriers and other 

parties seeking to participate in this proceeding similarly could gain access to Aureon’s highly 

confidential information by merely asserting that they are not involved in competitive decision-

making.  AT&T has not remotely demonstrated that expanding access to non-lawyer personnel 

of interested companies is warranted or appropriate. 

IV. IN A RECENT INVESTIGATION OF AT&T’S TARIFFS, AT&T’S OWN 

INFORMATION WAS PROTECTED BY A PROTECTIVE ORDER 

COMPARABLY RESTRICTIVE TO THE ONE IN PLACE HERE. 

AT&T’s request for modification is particularly ironic given that AT&T itself was 

subject to a Protective Order in a recent tariff investigation of its own rates.  Specifically, both 

the Protective Order entered in this proceeding and the one entered in the proceeding 

investigating certain AT&T tariffs included substantially the following provision in the 

Acknowledgment: 

Without limiting the foregoing, to the extent that I have any employment, 

affiliation, or role with any person or entity other than a conventional private law 

firm (such as, but not limited to, a lobbying or advocacy organization), I 

acknowledge specifically that my access to any information obtained as a result of 

the Protective Order is due solely to my capacity as Counsel or Outside 

Consultant to a party or as an employee of Counsel, Outside Consultant, or 

Outside Firm, and I agree that I will not use such information in any other 

capacity.26 

Moreover, the disclosure of “Highly Confidential” information – including a long laundry list of 

categories that were spelled out in the Order and that resemble the types of information that 

                                                 
26 Compare Protective Order, In re Iowa Network Access Division Tariff F.C.C. No. 1, WC Dkt. 

No. 18-60, Transmittal No. 36, App. A (Mar. 26, 2018) (“AT&T Protective Order”) (Ex. G 

hereto) with Tariff Investigation Protective Order, In re Investigation of Certain Price Cap Local 

Exch. Carrier Business Data Services Tariff Pricing Plans; Special Access for Price Cap Local 

Exch. Carriers; AT&T Corp. Petition for Rulemaking To Reform Regulation of Incumbent Local 

Exch. Carrier Rates for Interstate Special Access Servs., DA 15-1387, WC Dkt. Nos. 15-247, 

05-25, RM-10593, App. B att. 1 (Dec. 4, 2015) (relevant excerpts attached as Ex. H hereto). 
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Aureon has been directed to produce here – was unambiguously and explicitly “limited to 

Outside Counsel of Record, Outside Consultants, their employees and employees of their 

Outside Firms, and Support Personnel.”27  Thus, AT&T cannot be heard to complain in this 

investigation that the FCC’s current Protective Order is too restrictive. 

V. AUREON DOES NOT OPPOSE (A) CONTINUED USE BY IDENTIFIED AT&T 

PERSONNEL OF INFORMATION THEY REVIEWED IN THE COMPLAINT 

PROCEEDING OR (B) A RULE THAT PARTIES SERVE ON AUTHORIZED 

PARTIES FULL INFORMATION WHEN IT IS FILED WITH THE FCC. 

Finally, as an accommodation to AT&T’s employees who already were permitted access 

to certain confidential documents produced in the Complaint Proceeding, Aureon agrees to relax 

the use restriction under that Protective Order to enable those same employees – and only those 

employees – to use information in this proceeding that they have already reviewed in that 

proceeding.  Other employees of other companies, however, should not be permitted access to 

such documents, consistent with the FCC’s existing Protective Order in this proceeding as well 

as the Protective Order in the recent investigation of AT&T’s own tariffs. 

Further, in response to AT&T’s request (iv) on page 13 of its motion, Aureon agrees to 

make available (on the same day that Aureon files its direct case or rebuttal with the 

Commission) any confidential information included in its filings to each party who has signed an 

Acknowledgement to the Protective Order.  See AT&T Mot. at 13.  Given these accommodations 

and the strong basis for maintaining the current level of confidentiality protection specified in the 

governing Protective Order, there is simply no reason to entertain AT&T’s motion. 

CONCLUSION 

For the foregoing reasons, the FCC should deny AT&T’s Motion. 

                                                 
27 AT&T Protective Order at 20. 
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